
 

Google Geofence Discovery Request  
 
All location and subscriber files (original format), communications, and response letters to include but 

are not limited to;  

1) Each Search Warrant used to obtain Google Geofence or Google Location History and the 

accompanying response letter containing the file name and hash value;  

2) All location files for the initial search parameters outlined in the Search Warrant and the 

accompanying response letter containing the file name and hash value;  

3) All location files for additional locations outside of the initial search parameters and the 

accompanying response letter containing the file name and hash value (Step 2 or contextual data);  

4) All Subscriber Identity Records obtained in the final request and the accompanying response letter 

containing the file name and hash value;  

5) Email Correspondence or portal submissions for the submittal of the initial Geofence search warrant 

and subsequent email correspondence for each request after the initial submission;  

6) Notes, maps, or analysis conducted by the investigating agency or assisting agencies;  

7) A list of devices seized in the case with chain of custody;  

8) Any data subsequently requested from Google as a result of the Geofence data and analysis, to  

include but not limited to;  

- Google Location History  

 -      Gmail Inboxes  

 -      Google Pay  

 -      IMEI Requests  

 -      Additional Subscriber Requests  

9) Any correspondence or emails from Google outlining any objections or denials for data requests  

            related to warrants issued for any account data.  
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